RANCH Inc. 

PROCEDURE MANUAL
SECTION 1: GOVERNANCE
PROCEDURE NO: 1.5
PROCEDURE TITLE: SOCIAL MEDIA


1.0
 DEFINITIONS

1.1     Social Media is:

‘Content created by people using highly accessible and scalable publishing technologies’. Social media is distinct from industrial media, such as newspapers, television, and film. 

Social Media may include (although is not limited to):

· social networking sites (eg Facebook, Myspace, LinkedIn, Bebo, Yammer)

· video and photo sharing websites (eg Flickr, Youtube)

· blogs, including corporate blogs and personal blogs

· blogs hosted by media outlets (eg ‘comments’ or ‘your say’ feature on theage.com.au)

· micro-blogging (eg Twitter)

· wikis and online collaborations (eg Wikipedia)

· forums, discussion boards and groups (eg Google groups, Whirlpool)

· vod and podcasting

· online multiplayer gaming platforms (eg World of Warcraft, Second life)

· instant messaging (including SMS)

· geo-spatial tagging (Foursquare)

 2.0
PROFESSIONAL USE OF SOCIAL MEDIA
 2.1   Authorised to comment

Before engaging in social media as a representative of RANCH Inc. you must be authorised to comment by RANCH INC Committee of Management President. No individual may comment as a representative of RANCH INC unless you are authorised to do so. 

Social media identities, logon ID's and user names may not use RANCH INC name without prior approval RANCH INC Committee of Management President. Profile photographs must be approved by President
2.2 Rules of engagement

Whether you are using Social Media professionally or personally, ensure you protect RANCH INC reputation and your privacy.   

When using Social Media, you must: 

· only disclose and discuss publicly available information

· ensure that all content published is accurate and not misleading and complies with all relevant policies

· be polite and respectful to all people you interact with

· adhere to the Terms of Use of the relevant social media platform/website, as well as copyright, privacy, defamation, contempt of court, discrimination, harassment and other applicable laws and policies.

· disclose you are an employee, volunteer or committee member of RANCH INC, and use only your own identity, or an approved official account or avatar

· comment only on your area of expertise and authority

When using Social Media, you must not:

· post material that is offensive, obscene, defamatory, threatening, harassing, bullying, discriminatory, hateful, racist, sexist, infringes copyright, constitutes a contempt of court, breaches a Court suppression order, or is otherwise unlawful

· use or disclose any confidential or secure information

· make any comment or post any material that might otherwise cause damage to RANCH INC or bring it into disrepute.

In addition when using your personal Social Media, you must not:
· imply that you are authorised to speak as a representative of RANCH INC, nor give the impression that the views you express are those of RANCH INC
· use your work email address or any organisational logos

· use the identity or likeness of another employee, contractor or other member of RANCH INC and

· use or disclose any confidential information obtained in your capacity as an employee, volunteer or committee member of RANCH INC
 2.3
Reasonable/unreasonable personal use

When accessing social media via the RANCH INC Internet, intranet and extranet systems, you must do so in accordance with the Internet and Email Usage Policy, which requires you to use these resources ‘reasonably’, in a manner that does not interfere with your work, and is not inappropriate or excessively accessed.

3.0   INFORMATION PRIVACY AND SECURITY
3.1   Privacy, confidentiality and information security

It is not acceptable to publish information that is confidential, classified or deals with matters that are internal in nature.

3.2   Protect your own privacy

Privacy settings on social media platforms should be set to allow anyone to see profile information similar to what would be on RANCH INC website. Be mindful of posting information that you would not want the public to see.

3.3   Protect others privacy

Participants and volunteers should not be cited or obviously referenced without their approval. Never identify participants and volunteers without permission and never discuss confidential information relating to them. 

3.4   Be Honest

RANCH INC believes in transparency and honesty. Do not say anything that is dishonest, untrue, or misleading. What you publish will be around for a long time, so consider the content carefully and also be cautious about disclosing personal details.

3.5   Copyright

Copyright laws and fair use of copyrighted material must be adhered to. 

3.6   Harassment and bullying

RANCH INC’s Bullying and Harassment Policy applies online and in the physical workplace.

Workplace bullying and harassment includes any bullying or harassing comments Employees, Volunteers and Committee of Management members make online, even on their own private social networks or out of office hours.

Abusive, harassing, threatening or defaming postings will result in disciplinary action being taken. All employees, volunteers and Committee of Management members are expected to treat their colleagues with respect and dignity and must ensure their behaviour does not constitute bullying and/or harassment.

3.7   Defamation

Don’t publish material that may cause injury to another person, organisation, association or organisation/company's reputation.

If you notice inappropriate or unlawful content online relating to RANCH INC, or content that may otherwise have been published in breach of this policy, you should report the circumstances to Centre Coordinator/Committee of Management member.

If you speak about others, make sure what you say is factual.

3.8   Offensive or obscene material

Material may be offensive or obscene and may infringe relevant online classification laws if it is pornographic, sexually suggestive, harassing, hateful, racist, sexist, abusive or discriminatory.

3.9   Be the first to respond to your own mistakes

If you make an error, be up front about your mistake and correct it quickly. If you choose to modify an earlier post, make it clear that you have done so. If someone accuses you of posting something improper (such as their copyrighted material or a defamatory comment about them), deal with it quickly - better to remove it immediately to lessen the possibility of a legal action.

4.0 References

1. Information Privacy Act 2000

2. Equal Opportunity Act

3. Department of Justice Social Media Policy

4. Policy tool for Social Media (http://socialmedia.policytool.net/)

SCOPE 


This procedure applies to all staff, volunteers and Committee of Management members of RANCH Inc. to the extent they identify themselves as affiliated with RANCH Inc. (other than as an incidental mention of place of employment in a personal blog on topics unrelated to RANCH Inc.) 
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